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Windows 10: Can't unmark Read only from folder
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https://support.microsoft.com/en-us/help/326549/you-cannot-view-or-change-the-read-only-or-the-system-
attributes-of-fo

= You cannot view or change the X

D&t pport. microsoft.com/er p/326549/y t W je-t n ystem-att wes

\hulmuts>ed/

To view or to remove the Read-only or the System attributes of folders :\>attrib -r +s C:\UniServe

Warning If you remove the Read-only or System attribute from a folder, it may appear as a ordinary folder and some
customizations may be lost. For example, Windows customizes the Fonts folder and provides a special folder view
that permits you to hide variations, such as bold and italic. It also permits you to change the folder’s view settings in
ways that are specific to fonts. If you remove the Read-only and System attributes of the Fonts folder, these
customized view settings are not available. For folders that you have customized by using the Customize tab of the
folder's

Properties dialog box, the folder icon and other other customizations may be lost when you remove the Read-only
attribute.

If a program cannot save files to a folder with the Read-only attribute, such as My Documents, change the Read-only
attribute to System by using the Attrib command at a command prompt.

MNote If the Run command is not listed on the Start menu, do the following: Click Start, click All Programs, click
Accessories, and then click Run.

To remove the Read-only attribute and to set the System attribute, use the following command:

attrib -r +s drive’\<path>\<foldername>

For example, to remove the Read-only attribute and to set the System attribute for the C\Test folder, use the
following command:

attrib -r +s c:\test

Be aware that some programs may not operate correctly with folders for which the System attribute and the Read-

only attribute are set. Therefore, use the following command to remove these attributes: . att ri b -r C :\U n iSe rve rZ\WWW\m i n i_s h O p
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or

attrib -r +s C:\UniServerZ\www\mini_shop
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Documents and Settings
Drivers
Intel
jquery
KMPlayer
PerfLogs
Program Files
Program Files (x86)
ProgramData
Recovery
SOLIDWORKS Data
System Volume Information
UniServerZ
core
db_backup_restore
docs
etc
home
htpasswd
ssl
tmp

utils

Name
mini_s
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Date modified

mini_shop Properties

General Sharing Security Previous Versions Customize

mini_shop
Type: File folder
Location: C:\UniServerZiwww
Size: 4.80 MB (5,040,218 bytes)
Size ondisk:  5.34 MB (5,607,424 bytes)
Contains: 277 Files, 17 Folders
Created: Saturday, April 21, 2018, 5:34:51 PM
Atributes: [m] Read-only (Only applies to files in folder)

Hidden Advanced...
Cance Apply
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4 Downloads g
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00_ive dvd_180413_WE{PHPT_mysql i ] Display fle icon on thumbnails n
dvd_180413_ BEPHP7_mysql_t: mini_shop [] Display file size information in folder tips
["] Display the full path in the tde bar
mini_shop templates Hidden files and folders
() Don't show hidden files, folders, or drives
templates ® Show hidden files, folders, and drives
. [~ Hide empty drives
4 OneDrive [] Hide extensions for known file types
oy |1 Hide folder merge confiicts
This PC (M| Hide protected operating system files (Recommended)| nced Security Settings for mini_shop ]
» 3D Objects ["]Launch folder windows in a separate process
|_| Restore previous folder windows at logon
@ A360 Drive |+ Show drive leters
[ Shews ancntad o comneessad NTES flas in color h C:\UniServerZ\www\mini_shop
m Desktop
¢ Documents Restore Defaults r: hulmut (DESKTOP-4523I1SO\hulmut) !;’ Change
4 Downloads
b Music oK e Apply lissions Auditing Effective Access
bootstrap o ) . . . . o
For additional information, double-click a permission entry. To modify a permission entry, select the entry and click Edit (if available).
Drivers
Permission entries:
Intel
iquery Type Principal Access Inherited from Applies to
KMPlayer B Allow SYSTEM Full control C:A\UniServerZ\www\ This folder, subfolders and files
L Allow Administrators (DESKTOP-4523IS... Full control C:\UniServerZ\www\ This folder, subfolders and files
PerflLogs . . .
9 2 Allow hulmut (DESKTOP-45231SO\hul...  Full control C:A\UniServerZ\www\ This folder, subfolders and files
Program Files B2 Allow Users (DESKTOP-45231SO\Users)  Read & execute C\ This folder, subfolders and files
Program Files (x86) . Allow  Authenticated Users Modify C\ This folder, subfolders and files
ProgramData
SOLIDWORKS Data
UniServerZ
core Add Remove View

db_backup_restore Disable inheritance

docs

ete ["1Replace all child object permission entries with inheritable permission entries from this object

home Cancel Apply

htpasswd
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Home Share View

Ut — 4T New item + ~ Open = HH Selectall
. - i
My path ] Easy access - Edit Select none
- o Moy Col e ew Properties . .
. — to \\ \der . @ History Invert selection
Clipboard on E e
- * 4 » This PC » Windows (C) » UniServe
Select User or Group X0
£. Windows (C) -~ Mame
SSysheset mini_shoj E—— mw — |
Appseny -4 User, Group, or Built-in security principal | Object Types...
practice 3 )
Autodesk .Flcrn this location: :
DESKTOP-4523150 T I
bootstrap . o .
1y, select the entry and click Edit (if available).
Drivers Enter the object name to select (examplas):
Intel DESKTOP-4523S0lhulmug Check Names
jquery d from Applies to
rver 2y, This folder, subfalders and files
KMPlayer
) oK Cancal rVerZywWww', This folder, subfolders and files
PerfLogs : rverZiww, This folder, subfolders and files
Program Files 8 Allow  Users (DESKTOP-45231SO\Users) ~ Read & execute CA This folder, subfolders and files - N
Program Files (x86) L Allow Authenticated Users Madify A
Layd . . o
ProgramData Advanced Security Settings for mini_shop O
SOLIDWORKS Data 5 (C) » UniServe
UniServerZ Name . o
core Add Remove View Name: C:A\UniServerZ\www\mini_shop
db_backup_restore Disable inheritance mini_shoj | owner: hulmut (DESKTOP-45231SO\hulmut) Change
docs ;
I - P - ) - practice : .
e [_|Replace all child object permission entries with inheritable permission entries from this object Replace owner on subcontainers and ObJeCtS
home . %3 2
|: Permissions Auditing Effective Access
htpasswd

I
* For additional information, double-click a permission entry. To madify a permission entry, select the entry and click Edit (if available).

e

Permission entries:

Type Principal Access Inherited from Applies to
B Allow Everyone Full control None This folder, subfolders and files
52 Allow SYSTEM Full control CAUniServerZ\Awww\ This folder, subfolders and files
5L Allow Administrators (DESKTOP-4523IS... Full control C:AUniServerZ\Awww\ This folder, subfolders and files
2 Allow hulmut (DESKTOP-45231SO\hul...  Full control C:A\UniServerZAwww\ This folder, subfolders and files
52 Allow Users (DESKTOP-4523ISO\Users)  Read & execute C\ This folder, subfolders and files
2 Allow Authenticated Users Modify C\ This folder, subfolders and files

Add Remove View

Disable inheritance

] Replace all child object permission entries with inheritable permission entries from this object
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C:\UniServerZ\www\mini_shop
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For additional information, double-click a permission entry. To modify a permission entry, select the entry and click Edit (if available).

Permission entries:

Type Principal
Allow  SYSTEM

Allow hulmut (DESKTOP-4523ISO\hul...
Allow Users (DESKTOP-45231SO\Users)
Allow Authenticated Users

BRRwERER

Allow Administrators (DESKTOP-4523IS...

Access

Full control

Full control

Full control
Read & execute
Modify

Inherited from
C:AUniServerZ\www\
CA\UniServerZ\www\
CAUniServerZ\www\

CA

C\

m Home  Share  View
f =7 & Cut

Add Remove View

Disable inheritance

[1Replace all child object permission entries with inheritable permission entrie

OK Cancel

Apply

Applies to

This folder, subfolders and files
This folder, subfolders and files
This folder, subfolders and files
This folder, subfolders and files
This folder, subfolders and files
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Name: C:\UniServerZ\www\mini_shop
Owner: hulmut (DESKTOP-4523ISO\hulmut) Change I
Permissions Auditing Effective Access e

For additional information, double-click a permission entry. To modify a permission entry, select the entry and click Edit (if available).

Permission entries:

Type Principal Access Inherited from Applies to =
LY Allow Everyone Full control None This folder, subfolders and files —
52 Allow SYSTEM Full control C:\UniServerZ\www\ This folder, subfolders and files
5 Allow Administrators (DESKTOP-4523IS... Full control CA\UniServerZ\www\ This folder, subfolders and files
2 Allow hulmut (DESKTOP-4523I1SO\hul...  Full control CA\UniServerZ\www\ This folder, subfolders and files
i Allow Users (DESKTOP-4523ISO\Users)  Read & execute CA This folder, subfolders and files
2 Allow Authenticated Users Modify CA\ This folder, subfolders and files
c
I Add Remove Edit

3 Disable inheritance -

Replace all child object permission entries with inheritable permission entries from this object

oK Cancel Apply

OK Cancel Apply
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